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**Политика**

**в отношении обработки персональных данных**

**1. Общие положения**

Муниципальное автономное учреждение Спасского района Пензенской области «Многофункциональный центр предоставления государственных и муниципальных услуг».

ИНН: 5807626589

Фактический адрес: 442600, Пензенская обл., Спасский район, г. Спасск, ул. Советская площадь, д.34.

Тел., факс: (841-51) 33048, (841-51) 33049

Фактический адрес: 442780, Пензенская обл., Спасский район, г. Спасск, ул. Советская площадь, д.34.

Тел., факс: (841-51) 33-048, (841-51) 33-049

Реестр операторов персональных данных:

https://pd.rkn.gov.ru/operators-registry/operators-list/?id=58-13-000364, Приказ № 127 от 25.04.2013

Муниципальное автономное учреждение Спасского района Пензенской области «Многофункциональный центр предоставления государственных и муниципальных услуг» сокращенное название - МАУ "МФЦ" (далее - Учреждение) было создано в целях организации централизованного предоставления государственных и муниципальных услуг лицам, обращающимся за предоставлением таких услуг, либо их уполномоченным представителям (далее — Заявителям). Услуги предоставляются по принципу «одного окна». В соответствии с ним предоставление государственной или муниципальной услуги осуществляется после однократного обращения Заявителя с соответствующим запросом, а взаимодействие с органами, предоставляющими государственные услуги, или органами, предоставляющими муниципальные услуги, осуществляется многофункциональным центром без участия Заявителя в соответствии с нормативными правовыми актами и соглашениями о взаимодействии. Информация об Учреждении, предоставляемых услугах и сопутствующих им сервисах доступна на официальном сайте Учреждения (далее – Сайт), размещенном в информационно-телекоммуникационной сети «Интернет» по адресу https://spassk.mdocs.ru/.

Настоящая политика разработана в целях обеспечения реализации требований законодательства РФ в области обработки персональных данных субъектов персональных данных.

Данный документ устанавливает порядок обработки персональных данных физических лиц при подборе персонала (соискателей), при реализации трудовых отношений, при организации предоставления Учреждением государственных и муниципальных услуг и при использовании Сайта.

Политика раскрывает основные категории персональных данных, обрабатываемых в Учреждении, цели, способы и принципы обработки персональных данных, права и обязанности Учреждения при обработке персональных данных, права и обязанности субъектов персональных данных (соискателей, работников Учреждения, родственников работников Учреждения, уволенных работников Учреждения, Заявителей (их уполномоченных представителей) и посетителей Сайта), а также включает перечень мер, применяемых Учреждением в целях обеспечения безопасности персональных данных при их обработке.

Настоящий документ является общедоступным, декларирующим концептуальные основы деятельности Учреждения при обработке персональных данных. Настоящая Политика может быть дополнена либо изменена. В случае внесения в настоящую Политику изменений, утвержденный вариант будет опубликован на официальном сайте Учреждения в сроки, установленные законодательством РФ.

**1.1. Основные понятия, использованные в настоящем документе**:

- персональные данные - любая информация, относящаяся к прямо или косвенно определенному или определяемому физическому лицу (субъекту персональных данных);

- субъект персональных данных - физическое лицо, которое прямо или косвенно

определено или определяемо с помощью персональных данных;

- оператор - государственный орган, муниципальный орган, юридическое или

физическое лицо, самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели

обработки персональных данных, состав персональных данных, подлежащих обработке, действия (операции), совершаемые с персональными данными;

- обработка персональных данных - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных;

- конфиденциальность персональных данных — обязательное для выполнения

лицом, получившим доступ к персональным данным, требование не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральными законами.

- автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;

- распространение персональных данных - действия, направленные на раскрытие

персональных данных неопределенному кругу лиц;

- предоставление персональных данных - действия, направленные на раскрытие

персональных данных определенному лицу или определенному кругу лиц;

- блокирование персональных данных - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных);

- уничтожение персональных данных - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных;

- обезличивание персональных данных - действия, в результате которых становится невозможным без использования дополнительной информации определить

принадлежность персональных данных конкретному субъекту персональных данных;

- информационная система персональных данных - совокупность содержащихся

в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств;

- трансграничная передача персональных данных - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

- угрозы безопасности персональных данных – совокупность условий и факторов, создающих опасность несанкционированного, в том числе случайного, доступа к персональным данным, результатом которого могут стать уничтожение, изменение, блокирование, копирование, предоставление, распространение персональных данных, а также иные неправомерные действия при их обработке в информационной системе персональных данных;

- уровень защищенности персональных данных – комплексный показатель, характеризующий требования, исполнение которых обеспечивает нейтрализацию определенных угроз безопасности персональных данных при их обработке в информационных системах персональных данных.

**1.2. Субъект персональных данных имеет право:**

1.2.1. На получение информации, касающейся обработки его персональных данных, в том числе содержащей:

- подтверждение факта обработки Учреждением персональных данных;

- правовые основания и цели обработки их персональных данных;

- цели и применяемые способы обработки персональных данных;

- обрабатываемые персональные данные, относящиеся к соответствующему

Заявителю, источник их получения, если иной порядок представления таких данных не предусмотрен федеральным законом;

- сроки обработки персональных данных, в том числе сроки их хранения;

- информацию об осуществленной или о предполагаемой трансграничной передаче данных;

- наименование или фамилию, имя, отчество и адрес лица, осуществляющего обработку персональных данных по поручению Учреждения, если

Обработка поручена или будет поручена такому лицу;

- иные сведения, предусмотренные федеральными законами;

1.2.2. Требовать уточнения своих персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, недостоверными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав;

1.2.3. Для реализации своих прав и защиты законных интересов Заявитель имеет

право обратиться в Учреждение. Учреждение рассматривает любые обращения и жалобы со стороны Заявителей, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и

урегулирования спорных и конфликтных ситуаций в досудебном порядке;

1.2.4. Обжаловать в уполномоченный орган по защите прав субъектов персональных данных неправомерные действия или бездействия при обработке его персональных данных;

1.2.5. Защищать свои права и законные интересы, в том числе на возмещение убытков и/или компенсацию морального вреда в судебном порядке;

1.2.6. Отозвать свое согласие на обработку своих персональных данных.

**1.3. Субъект персональных данных обязан:**

1.3.1. Своевременно предоставить Учреждению актуальные и достоверные персональные данные.

**1.4. Учреждение обязано:**

1.4.1. При сборе персональных данных предоставить Заявителю по его просьбе

информацию, указанную в п. 1.2.1. данного документа а также предоставить возможность ознакомления с этими персональными данными при обращении Заявителя в соответствии с п.1 ст. 20 Федерального закона « О персональных данных» от 27.07.2006г. № 152 – ФЗ (далее - ФЗ № 152);

1.4.2. Разъяснить Заявителю юридические последствия отказа предоставить его персональные данные и (или) дать согласие на их обработку, если в соответствии с федеральным законом предоставление персональных данных и (или) получение Учреждением согласия на обработку персональных данных являются обязательными;

1.4.3. Принимать необходимые правовые, организационные и технические меры или обеспечивать их принятие для защиты персональных данных от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных;

1.4.4. Обеспечить безопасность персональных данных, для чего:

- определить угрозы безопасности персональных данных при их обработке в информационных системах персональных данных;

- применять организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных, необходимые для выполнения требований к защите персональных данных, исполнение которых обеспечивает установленные Правительством Российской Федерации уровни защищенности персональных данных;

- применять прошедшие в установленном порядке процедуру оценки соответствия средства защиты информации;

- проводить оценку эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы персональных данных;

- обеспечивать учет машинных носителей персональных данных;

- обнаруживать факты несанкционированного доступа к персональным данным и принимать меры, в том числе меры по обнаружению, предупреждению и ликвидации последствий компьютерных атак на информационные системы персональных данных и по реагированию на компьютерные инциденты в них;

- восстанавливать персональные данные, модифицированные или уничтоженные вследствие несанкционированного доступа к ним;

- устанавливать правила доступа к персональным данным, обрабатываемым в информационной системе персональных данных, а также обеспечить регистрацию и учет всех действий, совершаемых с персональными данными в информационной системе персональных данных;

- обеспечивать контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровня защищенности информационных систем персональных данных;

1.4.5. Принимать нормативные правовые акты, в которых определяют угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых при осуществлении соответствующих видов деятельности, с учетом содержания персональных данных, характера и способов их обработки;

1.4.6. Использовать и хранить биометрические персональные данные вне информационных систем персональных данных только на таких материальных носителях информации и с применением такой технологии ее хранения, которые обеспечивают защиту этих данных от неправомерного или случайного доступа к ним, их уничтожения, изменения, блокирования, копирования, предоставления, распространения;

1.4.7. В случае отказа в предоставлении информации Заявителю о наличии его персональных данных при его запросе или обращении в Учреждение, дать в письменной форме мотивированный ответ, содержащий ссылку на положение Федерального закона или иного федерального закона, являющееся основанием для такого отказа, в соответствии с п.2 ст.20 ФЗ № 152;

1.4.8. Предоставить безвозмездно Заявителю возможность ознакомления с персональными данными, относящимися к нему согласно п.3 ст. 20 ФЗ № 152 ;

1.4.9. Cообщить в уполномоченный орган по защите прав субъектов персональных данных по запросу этого органа необходимую информацию в установленный срок согласно п.4 ст. 20 ФЗ № 152;

1.4.10. В случае выявления неправомерной обработки персональных данных при

обращении Заявителя либо по его запросу, либо уполномоченного органа по защите прав субъектов персональных данных осуществить блокирование неправомерно

обрабатываемых персональных данных, относящихся к этому Заявителю или обеспечить их блокирование с момента такого обращения или получения указанного запроса на период проверки. В случае выявления неточных персональных данных при обращении Заявителя либо по его запросу или по запросу уполномоченного органа по защите прав субъектов персональных данных осуществить блокирование персональных данных, относящихся к этому субъекту персональных данных, или обеспечить их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению оператора) с момента такого обращения или получения указанного запроса на период проверки, если блокирование персональных данных не нарушает права и законные интересы субъекта персональных данных или третьих лиц;

1.4.11. В случае подтверждения факта неточности персональных данных на основании сведений, представленных Заявителем, либо уполномоченным органом по защите прав субъектов персональных данных или иных необходимых документов уточнить персональные данные либо обеспечить их уточнение согласно п.2 ст.21 ФЗ №152 и снять блокирование персональных данных;

1.4.12. В случае выявления неправомерной обработки персональных данных в соответствии с п.3 ст. 21 ФЗ № 152 прекратить неправомерную обработку персональных данных. В случае, если обеспечить правомерность обработки персональных данных невозможно, то уничтожить такие персональные данные или обеспечить их уничтожение. Об устранении допущенных нарушений или об уничтожении персональных данных Учреждение обязано уведомить Заявителя, а в случае, если его обращение, либо запрос уполномоченного органа по защите прав субъектов персональных данных были направлены уполномоченным органом по защите прав субъектов персональных данных, также указанный орган;

1.4.13. В случае установления факта неправомерной или случайной передачи (предоставления, распространения, доступа) персональных данных, повлекшей нарушение прав Заявителя, с момента выявления такого инцидента Учреждением, уполномоченным органом по защите прав субъектов персональных данных или иным заинтересованным лицом, уведомить уполномоченный орган по защите прав субъектов персональных данных в порядке п.3.1. ст.21 ФЗ № 152;

1.4.14 В случае достижения цели обработки персональных данных прекратить обработку персональных данных или обеспечить ее прекращение и уничтожить персональные данные или обеспечить их уничтожение согласно п.4 ст.21 ФЗ №152;

1.4.15. В случае отзыва Заявителя согласия на обработку его персональных данных прекратить их обработку или обеспечить прекращение такой обработки и в случае, если сохранение персональных данных более не требуется для целей обработки персональных данных, уничтожить персональные данные или обеспечить их уничтожение в соответствии с п.5 ст.21 ФЗ № 152;

1.4.16. В случае отсутствия возможности уничтожения персональных данных осуществлять блокирование таких персональных данных или обеспечивать их блокирование и обеспечить уничтожение персональных данных согласно п.6 ст.21 ФЗ № 152.

1.4.17. Осуществлять обработку обращений субъектов персональных данных и ответов на них в соответствие с действующим законодательством.

**1.5. Учреждение имеет право:**

1.5.1. При реализации своих функций запрашивать документы и информацию, необходимые для организации предоставления государственных и муниципальных услуг, в органах, предоставляющих государственные услуги, органах, предоставляющих муниципальные услуги, организациях, участвующих в предоставлении государственных и муниципальных услуг, а также получать от них такие документы и информацию, в том числе с использованием информационно технологической и коммуникационной инфраструктуры.

1.5.2. Отстаивать свои интересы в суде.

1.5.3. Предоставлять персональные данные субъектов третьим лицам, если это предусмотрено действующим законодательством (налоговые, правоохранительные органы и др.).

1.5.4. Отказать в предоставлении персональных данных в случаях,

предусмотренных законом.

1.5.5. Использовать персональные данные субъекта без его согласия, в случаях, предусмотренных законом.

1.5.6. Проводить расследование инцидентов безопасности обработки персональных данных на основании принятого в Учреждении Регламента реагирования на инциденты информационной безопасности. Невнесение Учреждением изменений, дополнений, исключений в персональные данные, связанное с непредставлением субъектом персональных данных уточняющей, изменяющей информации, освобождает Учреждение от ответственности.

Учреждение не несет ответственности за умышленно совершенные действия и (или) бездействия заявителя и (или) иных лиц, повлекшие преобразование в электронную форму подложных или фальсифицированных документов, представленных заявителем на бумажном носителе.

**2. Цели сбора персональных данных**

Обработка персональных данных соискателей ведется в целях подбора персонала (соискателей) на вакантные должности оператора.

Обработка персональных данных работников Учреждения ведется в целях ведения кадрового и бухгалтерского учета и организации предоставления государственных и муниципальных услуг. Обработка персональных данных работников, являющихся руководителями структурных подразделений Учреждения, ведется в целях размещения сведений о них на информационном ресурсе (Сайте).

Обработка персональных данных родственников работников Учреждения и уволенных работников Учреждения ведется в целях ведения кадрового и бухгалтерского учета.

Обработка персональных данных Заявителей ведется в целях организации предоставления государственных и муниципальных услуг, улучшения качества предоставления услуг, информирования о статусе предоставляемых услуг и проведения статистических или иных исследований. Обработка биометрических персональных данных Заявителей ведется в целях организации предоставления государственных и муниципальных услуг.

Обработка персональных данных посетителей Сайта ведется в целях рассмотрения обращении и организации выездных мероприятий.

Обработка персональных данных ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

**3. Правовые основания обработки персональных данных**

Политика Учреждения в области обработки персональных данных определяется в соответствии со следующими нормативными правовыми актами РФ:

1. Конституцией Российской Федерации.

2. Трудовым кодексом Российской Федерации.

3. Гражданским кодексом Российской Федерации.

4. Федеральным законом от 27.07.2006 № 152-ФЗ «О персональных данных» (с последующими изменениями).

5. Федеральным законом от 27.07.2010 №210-ФЗ «Об организации предоставления государственных и муниципальных услуг» (с последующими изменениями).

6. Федеральным законом от 27.07.2006 № 149-ФЗ «Об информации, информационных технологиях и о защите информации» (с последующими изменениями).

7. Иными нормативными правовыми актами, регулирующими законодательство в сфере трудовых отношений, сфере организации предоставления государственных и муниципальных услуг, в сфере обработки и защиты персональных данных.

**4. Объем и категории обрабатываемых персональных данных, категории субъектов персональных данных**

В информационных системах персональных данных Учреждения обрабатываются следующие категории персональных данных:

4.1. Персональные данные соискателей.

4.2. Персональные данные работников Учреждения.

4.3. Персональные данные родственников работников Учреждения.

4.4. Персональные данные уволенных работников Учреждения.

4.5. Персональные данные Заявителей.

4.6. Биометрические персональные данные Заявителей.

4.7. Персональные данные посетителей Сайта.

Персональные данные соискателей могут включать в себя: фамилия; имя; отчество; дата рождения; место рождения; пол; семейное положение; адрес электронной почты; адрес места жительства; адрес регистрации; домашний телефон; сотовый телефон; рабочий телефон; гражданство; данные документа, удостоверяющего личность; отношение к воинской обязанности, сведения о воинском учете; сведения о близких родственниках; сведения о дополнительном образовании; сведения о навыках владения компьютером и о работе с программными продуктами; сведения о знании иностранных языков и степени их владения; сведения о предыдущей трудовой деятельности; сведения об образовании. Персональные данные работника Учреждения, родственников работников Учреждения и уволенных работников Учреждения могут включать в себя: фамилия; имя; отчество; дата рождения; место рождения; семейное положение; доходы; пол; адрес электронной почты; адрес места жительства; адрес регистрации; номер телефона; СНИЛС; ИНН; гражданство; данные документа, удостоверяющего личность; данные водительского удостоверения; реквизиты банковской карты; номер расчетного счета; должность; сведения о трудовой деятельности (в том числе стаж работы, данные о трудовой занятости на текущее время с указанием наименования и расчетного счета организации); отношение к воинской обязанности, сведения о воинском учете; структурное подразделение; служебный адрес электронной почты; служебный номер телефона; сведения о награждении; сведения о квалификации; справка о вакцинации; донорская справка; больничный лист; данные медицинского заключения о наличии (об отсутствии) у водителей транспортных средств (кандидатов в водители транспортных средств) медицинских противопоказаний, медицинских показаний или медицинских ограничений к управлению транспортными средствами; данные документов, содержащихся в актах гражданского состояния; данные справки, подтверждающей факт установления инвалидности; данные индивидуальной программы реабилитации или абилитации инвалида; сведения об образовании; ЕСИА ID. Персональные данные Заявителей могут включать в себя: фамилия, имя, отчество; дата рождения; место рождения; пол; адрес электронной почты; адрес места жительства; адрес регистрации; номер телефона; СНИЛС; ИНН; гражданство; данные документа, удостоверяющего личность; ОГРНИП; ЕСИА ID; иные сведения и данные, необходимые для предоставления услуги по обращению.

Биометрические персональные данные Заявителей могут включать в себя:

-данные изображения лица, полученные с помощью фото-видео устройств, позволяющие установить личность субъекта персональных данных;

-изображение папиллярных узоров пальцев рук.

Персональные данные посетителей Сайта могут включать в себя:

-фамилия, имя, отчество;

-адрес электронной почты;

-номер телефона; название организация;

-дата выезда;

-адрес выезда;

-название услуги.

**5. Порядок и условия обработки персональных данных**

Обработка персональных данных Заявителей осуществляется на законной и справедливой основе.

Обработка персональных данных осуществляется с согласия Заявителя на обработку его персональных данных.

Обработка персональных данных Заявителей ограничивается достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных. Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.

Обработке подлежат только персональные данные, которые необходимы для полноценной организации предоставления государственных и муниципальных услуг Заявителям. Содержание и объем обрабатываемых персональных данных соответствуют заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки. В Учреждении обеспечивается конфиденциальность персональных данных Заявителей. Лица, получающие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные без согласия субъекта персональных данных, если иное не предусмотрено федеральными законами.

Обработка персональных данных соискателей, работников Учреждения, родственников работников Учреждения, уволенных работников Учреждения, Заявителей и посетителей Сайта может включать в себя такие действия как: сбор; запись, систематизация, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передача (предоставление, доступ), обезличивание, блокирование, удаление, уничтожение.

Обработка персональных работников, являющихся руководителями структурных подразделений Учреждения может включать в себя такие действия как: распространение.

Обработка персональных данных соискателей, работников Учреждения, родственников работников Учреждения, уволенных работников Учреждения и посетителей Сайта осуществляется смешанным способом (с использованием автоматизированных информационных систем, а также без использования средств автоматизации) с передачей по внутренней сети юридического лица и с передачей по сети Интернет.

Обработка персональных данных Заявителей осуществляется смешанным способом (с использованием средств автоматизации, а также без использования таких средств) с передачей по внутренней сети юридического лица и без передачи по сети Интернет.

Обработка биометрических персональных данных Заявителей осуществляется

автоматизированным способом (с использованием средств автоматизации) с передачей по внутренней сети юридического лица и без передачи по сети Интернет.

В Учреждении осуществляется обработка биометрических персональных данных Заявителей только для предоставления определенных услуг, требующих наличие таких данных. В Учреждении не допускается обработка специальных категорий персональных данных, касающихся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, состояния здоровья, интимной жизни. Персональные данные Заявителей с их согласия могут быть переданы в органы государственной власти субъекта РФ, органы местного самоуправления, органы государственных внебюджетных фондов, федеральные органы исполнительной власти, осуществляющие полномочия, связанные с предоставлением заявленных услуг.

Порядок взаимодействия в рамках соглашений с вышеперечисленными операторами персональных данных в обязательном порядке предусматривает соблюдение конфиденциальности и обеспечение безопасности персональных данных Заявителей. Учреждение не предоставляет и не раскрывает сведения, содержащие персональные данные Заявителей, третьей стороне без письменного согласия субъекта персональных данных, за исключением случаев, когда это необходимо в целях предупреждения угрозы жизни и здоровью, а также в случаях, установленных федеральными законами.

По мотивированному запросу исключительно для выполнения возложенных законодательством функций и полномочий персональные данные субъекта персональных данных без его согласия могут быть переданы:

 в судебные органы в связи с осуществлением правосудия;

 в органы государственной безопасности;

 в органы прокуратуры;

 в органы полиции;

 в следственные органы;

 в иные органы и организации в случаях, установленных нормативными правовыми актами, обязательными для исполнения. Трансграничная передача персональных данных Заявителей не ведется.

5.1. Меры по обеспечению безопасности персональных данных при их Обработке В Учреждении при обработке персональных данных принимаются правовые, организационные и технические меры для их защиты от неправомерного или случайного доступа, уничтожения, изменения, блокирования, копирования, предоставления, распространения, а также от иных неправомерных действий в отношении них.

Во исполнение законодательства РФ в сфере персональных данных в Учреждении разработаны и утверждены следующие локальные нормативные акты:

1. Положение об обработке и защите персональных данных;

2. Должностной список лиц, допущенных к обработке персональных данных;

3. Инструкции пользователя при работе в информационных системах персональных данных;

4. Регламент обработки запросов субъектов персональных данных или уполномоченного органа по защите прав субъектов персональных данных;

5. Иные нормативные акты.

В Учреждении назначено лицо, ответственное за организацию обработки персональных данных, разработан документ, определяющий политику Учреждения в отношении обработки персональных данных, а также локальные акты, устанавливающие процедуры, направленные на предотвращение и выявление нарушений законодательства Российской Федерации, устранение последствий таких нарушений. Работники Учреждения, непосредственно осуществляющие обработку персональных данных, ознакомлены с положениями законодательства Российской Федерации в области персональных данных, в том числе с требованиями к защите персональных данных, документами, определяющими политику оператора в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных.

Также применяются организационные и технические меры по обеспечению безопасности персональных данных при их обработке в информационных системах персональных данных Учреждения: разграничение доступа к персональным данным, антивирусная и парольная защита информационных систем, система резервного копирования и восстановления данных, иные необходимые меры безопасности.

Установлена пожарная и охранная сигнализация,

Условием прекращения обработки персональных данных является достижение целей обработки персональных данных, истечение срока действия согласия или отзыв

согласия субъекта персональных данных на обработку его персональных данных, а также выявление неправомерной обработки персональных данных.

Хранение персональных данных осуществляется в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, кроме случаев, когда срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем по которому является субъект персональных данных. Хранение персональных данных должно происходить в порядке, исключающем их утрату или их неправомерное использование.

При осуществлении хранения персональных данных с использованием средств автоматизации Учреждение использует базы данных на серверах, находящихся на территории Российской Федерации.

Хранение персональных данных, в том числе, при обработке персональных данных без использования средств автоматизации осуществляется в специально оборудованных помещениях в соответствии с требованиями нормативно - правовых документов Российской Федерации.

**6. Актуализация, исправление, удаление и уничтожение персональных данных, ответы на запросы субъектов на доступ к персональным данным**

 6.1. Оператор обязан сообщить в порядке, предусмотренном статьей 14 Федерального закона «О персональных данных», субъекту персональных данных или его представителю информацию о наличии персональных данных, относящихся к соответствующему субъекту персональных данных, а также предоставить возможность ознакомления с этими персональными данными при обращении субъекта персональных данных или его представителя либо в течение тридцати дней с даты получения запроса субъекта персональных данных или его представителя.

 6.2. Оператор обязан предоставить безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к этому субъекту персональных данных. В срок, не превышающий семи рабочих дней со дня предоставления субъектом персональных данных или его представителем сведений, подтверждающих, что персональные данные являются неполными, неточными или неактуальными, оператор обязан внести в них необходимые изменения. В срок, не превышающий семи рабочих дней со дня представления субъектом персональных данных или его представителем сведений, подтверждающих, что такие персональные данные являются незаконно полученными или не являются необходимыми для заявленной цели обработки, оператор обязан уничтожить такие персональные данные. Оператор обязан уведомить субъекта персональных данных или его представителя о внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления третьих лиц, которым персональные данные этого субъекта были переданы.

 6.3. В случае подтверждения факта неточности персональных данных оператор на основании сведений, представленных субъектом персональных данных или его представителем либо уполномоченным органом по защите прав субъектов персональных данных, или иных необходимых документов обязан уточнить персональные данные либо обеспечить их уточнение (если обработка персональных данных осуществляется другим лицом, действующим по поручению оператора) в течение семи рабочих дней со дня представления таких сведений и снять блокирование персональных данных.

 6.4. Оператор обязан прекратить обработку персональных данных или обеспечить прекращение обработки персональных данных лицом, действующим по поручению оператора:

 - в случае выявления неправомерной обработки персональных данных, осуществляемой оператором или лицом, действующим по поручению оператора, в срок, не превышающий трех рабочих дней с даты этого выявления;

 - в случае отзыва субъектом персональных данных согласия на обработку его персональных данных;

 - в случае достижения цели обработки персональных данных и уничтожить персональные данные или обеспечить их уничтожение (если обработка персональных данных осуществляется другим лицом, действующим по поручению оператора) в срок, не превышающий тридцати дней с даты достижения цели обработки персональных данных. В случае отсутствия возможности уничтожения персональных данных в течение указанного срока оператор осуществляет блокирование таких персональных данных или обеспечивает их блокирование (если обработка персональных данных осуществляется другим лицом, действующим по поручению оператора) и обеспечивает уничтожение персональных данных в срок не более чем шесть месяцев, если иной срок не установлен федеральными законами.